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Foreword

The methodology followed by the OSCE Office for Democratic Institutions and 
Human Rights (ODIHR) in its election observation activities is widely recognized 
for its systematic and comprehensive approach and serves as guidance for other 
international and citizen observer organizations. As tasked by the OSCE participat-
ing States, ODIHR continuously strives to further develop and refine its observa-
tion methodology by developing publications on specialized aspects of elections.
Security is an important and necessary element of any electoral process, includ-
ing throughout the election campaign and during voting, counting and the tabula-
tion of results. Those agencies responsible for ensuring this security can have an 
influence on these and a number of other stages in any electoral process. Indeed, 
elections held across the OSCE region have shown the impact – both positive and 
negative – that security providers can have on an electoral environment.

These guidelines are intended as a reference document for ODIHR election 
experts in the course of observing and assessing the framework for providing 
security and the conduct of public security providers over the course of an elec-
tion. The guidelines may also benefit other organizations seeking guidance on how 
to assess these issues in the course of their election observation activities. The 
guidelines can also serve as reference material for government and election author-
ities, including those who legislate on electoral security, and for public security pro-
viders themselves. 

We wish to thank experts and organizations that provided valuable input and feed-
back throughout the development of this publication, particularly those that have 
endorsed the Declaration of Principles for International Election Observation. These 
guidelines would not have been possible without their support and co-operation.

Ingibjörg Sólrún Gísladóttir
ODIHR Director
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1.
INTRODUCTION

1.1 About the Guidelines 

These guidelines are intended as a reference document for the OSCE Office for 
Democratic Institutions and Human Rights (ODIHR) to observe and assess the 
framework for and conduct of public security providers over the course of an elec-
tion. They may also benefit other organizations engaged in election observation 
seeking guidance on how to assess these issues. In addition, these guidelines may 
serve as a reference for the authorities, including those who legislate on electoral 
security and for public security providers in the context of an election.

They are based on applicable international obligations and standards for demo-
cratic elections, with a particular emphasis on OSCE commitments, as well as inter-
national good practice. By developing ODIHR’s election observation methodology 
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in this area, these guidelines aim to ensure that assessments of the role of public 
security providers during an election are carried out in a professional and consis-
tent manner.

These guidelines are limited in scope. The intention is not to comprehensively 
explore the underlying causes of insecurity during an electoral process, such as 
corruption, weak rule of law or possible flashpoints of electoral insecurity. Instead, 
the purpose is to provide a set of considerations regarding security-related compo-
nents of an electoral process. This approach is not, however, meant to determine 
the minimum level of security that is required for an election to be conducted.

This publication was developed using extra-budgetary contributions from OSCE 
participating States and serves to enhance ODIHR’s election observation method-
ology. It is intended to complement an existing array of specialized handbooks and 
other publications devoted to various aspects of election observation.1

1.2 Context and Applicability across the OSCE Region

Countries hold elections under different circumstances with varying political, secu-
rity, economic, and social conditions. A secure electoral environment is crucial to 
ensuring the overall integrity of the process, and the respective authorities in a 
given country play an important role.

There are two aspects, however, that can pose a challenge in terms of security. On 
the one hand, it is necessary to establish or maintain a secure and peaceful elec-
toral environment and to preserve law and order, including bringing anyone aiming 
to disrupt the process to justice. On the other hand, it is necessary to ensure that 
security-related provisions or actions do not interfere with or undermine the enjoy-
ment of fundamental freedoms or challenge the legitimacy of the electoral process. 
This entails an absence of harm or threats of harm, as well as support for an envi-
ronment conducive to holding democratic elections.

The importance of security in an electoral process is considerable. Public security 
providers can have an impact on the conduct of an election through involvement 
in a number of its elements. This includes their relationship with and as stakehold-
ers, as well as their roles and responsibilities in various activities and processes. 
Legislators and those working in the public security sector should ensure that the 
framework pertaining to the roles of, and activities by, security providers are well 
established and widely understood. It is crucial that such activities be viewed as 
impartial and not for the benefit of the authorities or an incumbent or biased for or 
against any particular group. Elections held across the OSCE region have shown 

1 For all ODIHR election-related publications, visit the ODIHR website.

http://www.osce.org/odihr/elections/119893
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the impact and influence that security providers can have on an electoral environ-
ment with both positive and negative outcomes.

Given the impact of security on an election and more broadly on a democratic pro-
cess, a number of international organizations working in the field of elections have 
addressed the topic of security in their programmatic activities and publications. In 
the context of the OSCE, the 2012 OSCE Strategic Framework for Police-Related 
Activities identifies the promotion of democratic policing as the guiding principle of 
the OSCE’s police-related activities. Additionally, the 2008 OSCE Guidebook on 
Democratic Policing outlines good practice and identifies principles that the police 
should follow during electoral periods in line with international policing standards.

As part of its programmatic activities, the OSCE’s institutions and structures, par-
ticularly its field operations, have undertaken projects aimed at building the capac-
ity of law enforcement bodies, raising the awareness of international policing 
standards, and improving police performance during an election. Other organiza-
tions, such as the United Nations (UN), have developed guidelines on how inter-
national police may be required to provide support throughout an election under 
specific conditions.2

A number of other publications focus on broader causes of election-related vio-
lence. Of particular relevance is the role of security forces and related measures 
and good practices to prevent or mitigate election-related conflict.3 A range of doc-
uments are also available on broader considerations of democratic policing princi-
ples and the integration of a human rights approach in the work of security forces, 
with a specific focus on law enforcement.4

1.3 How to Use These Guidelines

• Following the introduction, Chapter 2 provides context, defines electoral 
security, and categorizes public security providers and other security actors. 
It considers the potential impact of insecurity on the integrity of an election 
and also provides specific considerations for vulnerable and marginalized 
groups.

2 See the Guidelines on Police Support to the Provision of Security in Electoral Processes, 
UN Department of Peacekeeping Operations/Department of Field Support, 2013.

3 For instance: Policy Directive on Preventing and Mitigating Election-Related Violence, UN De-
partment of Political Affairs, 2016; Best Practices in Electoral Security, United States Agency 
for International Development, 2013; Guide on Action Points for the Prevention and Mitigation 
of Election-Related Violence, International IDEA, 2013; Elections and Conflict Prevention: A 
Guide to Analysis, Planning and Programming, UN Development Programme, 2009.

4 For example, the European Convention on Human Rights and Policing, Council of Europe, 
2013.

http://toolkit-elections.unteamworks.org/?q=webfm_send/267
https://www.usaid.gov/sites/default/files/documents/2496/Electoral_Security_Best_Practices_USAID.pdf
http://www.idea.int/sites/default/files/tools/ERMT-Guide-on-Action-Points.pdf
http://www.idea.int/sites/default/files/tools/ERMT-Guide-on-Action-Points.pdf
http://content-ext.undp.org/aplaws_publications/2431678/Elections-Conflict-Prevention.pdf
http://content-ext.undp.org/aplaws_publications/2431678/Elections-Conflict-Prevention.pdf
http://www.coe.int/t/dgi/hr-natimplement/Source/documentation/EuropeanConventionHandbookForPolice.pdf
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• Chapter 3 outlines a series of guiding principles for public security provid-
ers in the performance of their duties. It then presents a general overview of 
OSCE commitments and other international obligations and standards for 
democratic elections in the context of electoral security, as well as the obli-
gations of security providers under different circumstances in an election.

• Chapter 4 places electoral security in the context of ODIHR’s approach to 
observation within an electoral cycle. It outlines ways and approaches in which 
aspects of electoral security are addressed within ODIHR’s methodology. 

• Chapter 5 presents a series of issues and lines of inquiry that should be 
taken into consideration when assessing the provision of electoral security 
during the pre-electoral, electoral, and post-electoral periods.

• Chapter 6 concludes with an examination of how security is managed in the 
context of ODIHR’s election-related activities. It presents security consider-
ations for election observation and arrangements by ODIHR to ensure the 
security of its observers.
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2.
ELECTORAL CONTEXT AND 
SECURITY ACTORS IN AN 
ELECTORAL PROCESS 

2.1  Defining Electoral Security

Public security is a function directed and overseen by a government to ensure 
the protection of its citizens, organizations, and institutions against threats to their 
well-being. Key aspects can include national security, individual and physical secu-
rity, information security, and infrastructure protection. Different security forces, all 
of which are accountable to the government, may be tasked with responsibility for 
various aspects. Potential threats may be multifaceted and complex and may shift 
over time. Protection can be undertaken though a combination of prevention, miti-
gation, and response.
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Various definitions of electoral security have been developed. For these guide-
lines, the term is used broadly and refers to the protection of all stakeholders, activ-
ities and processes, election facilities and materials, and information within the 
pre-electoral, electoral, and post-electoral periods from harm or threat of harm to 
facilitate peaceful and democratic elections.

Key elements that may require consideration in the framework of electoral security 
include:

• Stakeholders: candidates, voters, election officials, representatives of other 
state institutions supporting an election, representatives and supporters of 
candidates and parties, media personnel, civil society representatives, and 
observers.

• Activities and processes: voter registration, candidate registration, cam-
paign meetings, rallies, and other campaign-related activities, training of 
election staff, voting, counting, tabulation, transfer of election materials, adju-
dication of complaints and appeals, and post-election activities.

• Facilities and materials: election administration premises (election commis-
sions, voter registration centres, polling stations, counting centres, and stor-
age facilities), relevant courts, party and candidate campaign materials and 
offices, allocated space for campaigning, and materials (in particular sensi-
tive voting materials and equipment).

• Communication systems and information: databases containing voter, 
candidate, or party information, relevant websites and communication sys-
tems, including technologies (hardware, software, and networks) used in vot-
ing; as well as counting, tabulation, and transmission of results.

2.2 Public Security Providers and Other Security Actors

The primary responsibility for ensuring electoral security is most commonly vested 
with the host country’s law enforcement bodies such as the police at the national 
level or lower. Law enforcement generally serves a dual role of providing security 
while concurrently ensuring that laws and regulations governing the conduct of an 
election are followed.

Additional components of a state’s security structure may be mobilized, including 
the following:

• specialized protection forces, such as guards or close-protection units;

• intelligence and secret services;
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• armed forces, including the army, navy, air force, coastguard, and other 
formations;

• border guards and customs authorities;

• reserves and local security units, civil defence forces, national guards.

Security considerations are unique for each election. The degree of involvement of 
different public security providers varies among states. The assignment of security 
responsibilities to specific actors depends on the division of labour, as well as on 
the legal, political, and financial arrangements. With varying security challenges, 
the most appropriate arrangements need to be identified by considering the overall 
security situation, the legal requirements, and possible sensitivities related to per-
ceptions of security actors. 

Public security is rooted in, and regulated by, laws, and any actions, should be 
subject to legislation on the conduct of their activities. Regardless of the arrange-
ments, they must not impinge on the full enjoyment of the political rights of stake-
holders (or only impinge to the extent necessary given the security situation).

In most OSCE participating States, the participation of military personnel within 
the context of an election is not permitted. Unforeseen or emergency situations 
may require the involvement of alternate services to support law enforcement in 
the provision of security during an election. In specific circumstances, the military 
may have a role to ensure aspects of security under special arrangements. Such 
involvement should generally be derived from constitutional provisions on emer-
gency situations with the role and responsibilities of the military defined in the con-
stitutions and specific laws of each country. 

Apart from public security providers, other authorized security actors may be 
required to perform a role related to the provision of electoral security, particularly 
in conflict or post-conflict environments. These may include the following:

Private security providers: Commercial companies (national and inter-
national) that provide election-related security on behalf of, or supplemen-
tal to, state authorities, or alternatively to stakeholders within the electoral 
process. These actors should be subject to national legislation on the con-
duct of their activities.
 
External security actors: International police or peacekeepers and non-ci-
vilian personnel from other states.

In addition, electoral activities may take place on a territory either controlled by, or 
with influence from, non-state actors (such as paramilitaries, insurgents, and rebels) 
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whose activities are often considered illegitimate or illegal. Contact with, and pos-
sible reliance on, such groups for security during an election may be unavoidable 
and de facto required. 

2.3 Potential Impact of Insecurity or an Overabundance of Security 
in the Electoral Process

It is not possible to organize democratic elections in a context where stakehold-
ers are fearful of the consequences of their participation or choices. However, the 
mere absence of threats or violence is insufficient to ensure an environment in 
which electoral choices can be expressed freely. Security providers need to take 
action to enable a fair and open election campaign, as electoral security should be 
viewed as more than simply an absence of a threat or of fear. A peaceful electoral 
environment is crucial to enabling an open and fair campaign and calm conditions 
that allow the exercise of fundamental freedoms.

Depending on the specific circumstances, a range of consequences may result 
from an insufficient level of security provided during an election, e.g., an inadequate 
level of security may discourage or inhibit participation. In addition, compromised 
trust in the electoral process could lead to contentious elections, which in some 
cases has been identified as a factor in causing or increasing broader instability.

Conversely, a potential overabundance of security may have an adverse impact 
and threaten the integrity of the electoral process. A robust security presence 
could limit overall incidences of violence. However, such a situation may influence 
aspects such as campaigning or voter turnout by heightening the risk of intimida-
tion and potentially posing a challenge to fundamental freedoms. In some circum-
stances, law enforcement may be viewed as an instrument of the state and may 
contribute to the perception or the reality that they are not acting independently in 
the execution of their duties. Elections held in conflict or post-conflict environments 
represent a more challenging environment in which to conduct such a complex 
event and to ensure sufficient and balanced levels of security. 

2.4 Considerations for Vulnerable and Marginalized Groups 

Certain vulnerable and marginalized groups may face particular challenges to their 
ability to fully participate in an election. Among them, specific concerns have been 
identified for internally displaced persons (IDPs), women, national minorities, and 
persons with disabilities. These groups are adversely affected by threats, violence, 
and intimidation, and such tactics may be used to suppress their participation as 
candidates, supporters, or voters. In particular, they may be subject to hate speech, 
intimidation, or incitement to violence. 
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Insecure or uncertain electoral environments have the potential to exacerbate exist-
ing disparities and pose further obstacles to equal and effective participation and 
representation. Existing international and regional instruments aim to ensure the 
protection of such groups and support their full participation in political and elec-
toral affairs. An inclusive approach to incorporating individuals from these groups 
into existing public security structures may also further enhance efforts aimed at 
inclusion and protection.

Internally Displaced Persons

Across OSCE participating States, a range of conflicts or crises have led to a high 
number of persons being displaced from their homes and communities within their 
own country. IDPs are among the most vulnerable groups, as they face numerous 
and extended obstacles to resettlement and reintegration.

While the right to political participation is guaranteed to everyone, there are numer-
ous challenges that may inhibit the full electoral participation of IDPs, including 
a lack of necessary identification or registration documents, restrictive residency 
requirements posing a challenge with voter registration, and a lack of access to 
voter information, voter registration, and polling locations. 

Authorities should ensure that IDPs are able to exercise their right to political par-
ticipation while they are displaced and upon their return or relocation. Various 
authorities and institutions, including the electoral management body, share the 
responsibility of ensuring that provisions for registration and voting are established 
and that these processes are accessible. 

In some cases, given the potential insecurity that may result from a crisis or con-
flict, specific security arrangements may be necessary to ensure sufficient condi-
tions for IDP participation. This may require the involvement of law enforcement to 
ensure security around and at dedicated voter registration and polling locations 
and may necessitate supplemental training and information for security personnel 
on managing such situations and the specific requirements and needs of IDPs.

Women

Across the OSCE region, women’s participation in political and electoral pro-
cesses remains low. In some cases, cultural specificities and established societal 
roles inhibit women’s active participation in an election. This may be seen in the 
form of a variety of limitations, including in relation to voter and candidate registra-
tion, representation in electoral management bodies and public security providers, 
the ability to campaign freely, sufficient access to campaign resources, media cov-
erage, access to voter education, and the exercise of voting free from intimidation or 
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manipulation. An adequate legal framework may have a limited impact on enhanc-
ing women’s participation unless it is effectively implemented and enforced.

Electoral violence has been shown to have a disproportionate impact on women 
both as candidates and as voters.5 The following definition explains electoral vio-
lence and its impact on women: “[electoral violence refers to] any harm or threat 
of harm committed against women with the intent and/or impact of interfering 
with their free and equal participation in the electoral process during the electoral 
period. It includes harassment, intimidation, physical harm or coercion, threats, and 
financial pressures, and it may be committed in the home or other private spaces, 
or in public spaces. These acts may be directed at women in any of their roles as 
electoral stakeholders (e.g. voters, media, political actors, state actors, community 
leaders, or electoral officials).”6

Weak enforcement of electoral legislation by law enforcement may have a particu-
larly detrimental effect on women. In some cases, women may not have sufficient 
information about their rights or avenues of legal recourse should their rights be 
infringed.

National Minorities

National minorities often face challenges related to their participation in pub-
lic life and in particular during elections. These challenges may include, among 
other things, legal impediments to effective participation, susceptibility to manipu-
lation, undue influence or pressure, societal or economic marginalization, or nega-
tive public perceptions.7 Throughout the OSCE region, minority communities, and 
Roma and Sinti in particular, face a number of human rights challenges in their 
interactions with law enforcement. The relationship between the police and these 
communities may suffer from mistrust and a lack of understanding, which can be 
exacerbated during periods of heightened tension during an election.

Persons with Disabilities

Effective democracies ensure that all citizens have a meaningful voice in political 
decisions affecting their lives and are able to participate in political and public life 

5 See the Votes without Violence: A Citizen Observer’s Guide to Addressing Violence 
against Women in Elections, National Democratic Institute, 2016.

6 Violence Against Women in Elections: A Framework for Assessment, Monitoring, and 
Response, International Foundation for Electoral Systems (IFES), 2017. 

7 See pp. 35-38 of the Review of Electoral Legislation and Practice in OSCE Participating 
States, OSCE/ODIHR, 2013; and the Handbook on Observing and Promoting the Participa-
tion of National Minorities in Electoral Processes, OSCE/ODIHR and OSCE High Commis-
sioner for National Minorities, 2014.

https://www.ndi.org/sites/default/files/Votes_Without_Violence_Manual.pdf
https://www.ndi.org/sites/default/files/Votes_Without_Violence_Manual.pdf
http://www.ifes.org/publications/violence-against-women-elections
http://www.ifes.org/publications/violence-against-women-elections
http://www.osce.org/odihr/elections/107073
http://www.osce.org/odihr/elections/107073
http://www.osce.org/odihr/elections/124067
http://www.osce.org/odihr/elections/124067
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on an equal basis. Persons with disabilities are often overlooked and face obsta-
cles to engaging politically and enjoying the same rights, responsibilities, and 
respect afforded to all citizens. International instruments demonstrate an evolving 
approach to the electoral participation of persons with disabilities that places an 
obligation on the state to enact measures to promote their participation on an equal 
basis. Central considerations are to ensure that voter information, campaign activ-
ities, polling stations, and electoral materials are equally available to persons with 
disabilities.
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3.
GUIDING PRINCIPLES FOR 
ENSURING ELECTORAL SECURITY 

3.1 Summary of Guiding Principles for Public Security Providers

Fundamental rights and freedoms pertinent to elections are protected by OSCE 
commitments and a broad range of other international obligations and standards 
and supported by international good practice. The implementation of principles 
for democratic elections enshrined in these norms requires consistent effort by all 
bodies and institutions involved in administering, overseeing, and supporting elec-
toral processes.

While international obligations tend not to directly address the role of public secu-
rity providers in elections, there are provisions that are applicable throughout an 
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election. There are numerous fundamental principles that institutions within a dem-
ocratic society should be guided by and that are applicable to public security pro-
viders and underpin the delivery of the public security mandate for elections on 
behalf of the state. Governments, both as a participant in, and facilitator of, an elec-
toral process should contribute to the overall objective of ensuring elections in line 
with established principles for democratic elections.

The following is a summary of guiding principles concerning public security during 
an election based on OSCE commitments and other international obligations and 
standards, as well as international good practice.

Enabling conditions for democratic elections: Establishing or main-
taining a secure and peaceful electoral environment and preserving law 
and order, while ensuring security provisions do not undermine the enjoy-
ment of fundamental freedoms or challenge the legitimacy of the electoral 
process.

Neutrality and non-interference: Public security providers should not be 
engaged in politics, take sides or demonstrate preferential support for any 
specific party or candidate. They should remain neutral and be perceived 
as impartial. 

Equal treatment and non-discrimination: Public security providers must 
ensure equal conditions and guarantee equal protection for all participants 
throughout an electoral process. 

Proportionality and the rule of law: Public security providers should 
operate in accordance with domestic law and international norms, and 
ensure that any necessary interventions are only required to achieve 
specific objectives of maintaining order based on a legitimate aim. Any 
restrictions during an electoral process should be based in law and be 
proportional to the objectives.

Transparency: Electoral stakeholders should be aware of the role played 
by public security providers and be able to foresee actions and activities 
in accordance with established legislation and procedures. Law enforce-
ment agencies and personnel should undertake efforts to ensure the avail-
ability of information to the public concerning its activities and cultivate a 
police-public partnership. 

Accountability: Personnel involved in the provision of electoral secu-
rity should be accountable for their actions. The public should be able to 
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understand whether public security providers are operating in the proper 
manner and whether they are achieving their purpose.

Public confidence: Public security providers should respect and protect 
human rights and consistently apply and enforce legislation and regula-
tions on elections, act promptly to prevent or stop any harmful action, fol-
low up on incidents or violations as required, and abide by principles of 
professional integrity. 

3.2 OSCE Commitments and Other International Obligations and 
Standards for Democratic Elections Related to Electoral Security

OSCE Commitments

Within the OSCE, the 1990 OSCE Copenhagen Document (paragraphs 6 and 7) 
serves as a key reference document and outlines politically binding commitments 
for the conduct of democratic elections. Considerations on fundamental freedoms 
central to the conduct of democratic elections include the freedoms of expression, 
opinion, association, and peaceful assembly. These are explicitly referenced and 
form a key pillar of any electoral framework.8

The Copenhagen Document provides for universal and equal suffrage and the right 
of citizens to seek office and to compete on the basis of equal treatment before the 
law and by the authorities. It contains a series of guarantees throughout the elec-
toral process, and public security providers have a role and responsibility to ensure 
that such guarantees are met.

This includes permitting campaigning to be conducted in an open and fair atmo-
sphere without administrative action, violence, or intimidation; providing unimpeded 
media access on a non-discriminatory basis; and not preventing voters from learn-
ing about campaign platforms or from casting their vote free from fear of retribu-
tion. Where voter or candidate rights are violated, they have the right to an effective 
remedy. Vote-buying or other illegal practices may compromise the free expression 
of the will of the electorate, and any misuse of state resources may distort equal 
opportunities for contestants.9 

Democratic principles underpin election-day procedures, whereby votes should be 
cast by secret ballot and should be counted, tabulated, and reported honestly and 

8 See paragraphs 9.1-9.3 of the 1990 OSCE Copenhagen Document .

9 See the Joint Guidelines for Preventing and Responding to the Misuse of Administra-
tive Resources, OSCE/ODIHR and the Council of Europe’s European Commission for Democracy 
through Law (Venice Commission), 2016. 

http://www.osce.org/odihr/elections/14304
http://www.osce.org/odihr/elections/227506
http://www.osce.org/odihr/elections/227506
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in a transparent manner, with the results made public. Respect for the outcome of 
an electoral process is ensured through the requirement that the candidates who 
receive the votes necessary to be elected are duly installed in office and permitted 
to remain in office until their term expires.

In addition, in the 2003 OSCE Maastricht Ministerial Council Decision, OSCE par-
ticipating States recognized the need for confidence by the electorate in the entire 
process, for transparency of election procedures, and for accountability on the part 
of authorities conducting elections. Finally, paragraph 8 of the Copenhagen Doc-
ument references the basis for, and benefit of, the presence of election observers, 
both international and citizen throughout the entire process.

Universal Instruments

The principles of democratic elections are explicitly recognized in several universal 
human rights instruments, including the 1948 UN Universal Declaration of Human 
Rights (UDHR), which elaborates on the legally binding UN Charter. The UDHR 
establishes essential rights within an electoral process, including fundamental 
freedoms: 

• Article 21 states that “The will of the people shall be the basis of the authority 
of government; this will shall be expressed in periodic and genuine elections 
which shall be by universal and equal suffrage and shall be held by secret bal-
lot or by equivalent free voting procedures.” 

• Article 20 guarantees that everyone has the right to freedom of peaceful 
assembly and association.

• Article 13 guarantees freedom of movement.

• Article 3 establishes the right to security of person.

The 1966 UN International Covenant on Civil and Political Rights (ICCPR) reit-
erates and expands on a number of civil and political rights protected under the 
UDHR. The authorities, including those related to security, have a key role to play in 
ensuring that citizens enjoy such rights in practice. Within this instrument:

• Article 25 grants every citizen the right to vote and to compete for public 
office.

• Article 2(1) stipulates that rights under the ICCPR should be guaranteed on 
a non-discriminatory basis, and Article 3 provides for the equal right of men 
and women to the enjoyment of all civil and political rights.

• Articles 12, 21, and 22 protect freedoms of association, assembly, and move-
ment and prohibit any restrictions on these rights other than those that are 
prescribed by law and that are necessary in a democratic society in the 
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interests of national security or public safety, public order, the protection of 
public health or morals, or the protection of the rights and freedoms of others.

• Article 19(2) protects freedom of expression and the right to information as 
the right to seek and receive and impart information and ideas.

To supplement the ICCPR, the UN Human Rights Committee issues authoritative 
interpretations of its provisions through General Comments:

• General Comment No. 25 (1996) addresses a number of aspects in the elec-
toral process. It underscores the importance of guaranteeing the effective 
exercise of voting rights, stresses independent and impartial electoral man-
agement bodies, and encourages individuals holding public service positions 
to demonstrate neutrality and abstain from political interference.

• General Comment No. 28 (2000) stipulates that Article 3 and its applica-
tion must ensure non-discriminatory treatment and equal protection of all 
individuals.

• General Comment No. 34 (2011) stipulates that restrictions on fundamental 
freedoms, including the freedom of expression, may only be imposed if pro-
vided by law and if such restrictions comply with strict tests of necessity and 
proportionality. To meet the proportionality requirement, restrictive measures 
must be appropriate to achieve their protective function, must be the least 
intrusive instrument among those that may achieve their protective function, 
and must be proportionate to the interest to be protected.

• General Comment No. 35 (2014) outlines obligations under Article 9, which 
protects personal liberty and security and may be particularly relevant in the 
context of ensuring security during elections. 

Other specialized UN human rights instruments contain a range of guarantees for 
specific groups that may require special consideration within the electoral process:

• Articles 1-3 of the 1953 Convention on the Political Rights of Women assert 
the rights of women to vote, to be elected, and to hold public office on equal 
terms with men, without any discrimination.

• Article 5 of the 1966 Convention on the Elimination of All Forms of Racial Dis-
crimination guarantees everyone, without distinction or discrimination, “politi-
cal rights, in particular the rights to participate in elections - to vote and stand 
for election” and “the right to security of the person and protection by the 
state against violence or bodily harm whether inflicted by government officials 
or by any individual, group of institution”.

• Article 7 of the 1979 Convention on the Elimination of All Forms of Discrim-
ination against Women guarantees women’s right to participate in political 
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life and elections on the same basis as men, and commits states to providing 
conditions to facilitate this equality.

• Article 29 of the 2006 Convention on the Rights of Persons with Disabilities 
guarantees the right of persons with disabilities to “fully participate in political 
and public life on an equal basis with others”, including the right to vote and 
to be elected, and Article 14 provides that persons with disabilities “enjoy the 
right to security of the person on an equal basis with others”.

• The 1992 UN General Assembly Declaration on the Rights of Persons 
Belonging to National or Ethnic, Religious and Linguistic Minorities states 
“the promotion and protection of the rights of persons belonging to national 
or ethnic, religious and linguistic minorities contribute to the political and 
social stability of States in which they live”.

• Principle 20 of the 1998 UN Guiding Principles on Internal Displacement 
states that IDPs have the same rights as all other citizens, including the right 
to vote and to participate in governmental and public affairs.

Regional Instruments

Among regional human rights mechanisms, the Council of Europe plays a key role 
in ensuring human rights and democratic elections. All Council of Europe member 
states belong to the OSCE.

In particular, Article 3 of the 1952 Protocol No. 1 to the European Convention for 
the Protection of Human Rights and Fundamental Freedoms (ECHR) contains sim-
ilar guarantees to those found in international instruments for democratic elections 
and requires states to “hold free elections at reasonable intervals by secret ballot, 
under conditions which will ensure the free expression of the opinion of the people 
in the choice of the legislature”. 

A number of other provisions within the ECHR address fundamental freedoms with 
relevance to elections: Article 10 protects the freedom of expression, and Article 
11 guarantees the freedoms of assembly and association.

More broadly, Article 13 states that everyone whose rights and freedoms have 
been violated under the ECHR must have an effective remedy at the national level. 
At the supranational level, the European Court of Human Rights (ECtHR) reviews 
applications concerning alleged breaches by states of human rights provisions as 
set out in the ECHR and its protocols. A number of ECtHR decisions address 
issues pertinent to elections, including suffrage rights and the freedoms of asso-
ciation, assembly, and expression. Of relevance to issues of electoral security are 
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several ECtHR judgments that consider the role of law enforcement during an elec-
tion, particularly in the context of public assembly.10

 
Other supplemental documents identify a series of good practices in the holding 
of genuine democratic elections in line with regional and international standards. A 
primary source of such guidance is the Council of Europe’s European Commission 
for Democracy through Law (Venice Commission), an advisory body on constitu-
tional matters comprising 61 member states, 51 of which are OSCE participating 
States.

Of particular relevance are the Venice Commission’s Code of Good Practice in 
Electoral Matters and Code of Good Practice for Referendums, which provide 
guidance on key aspects of these processes.11 The Explanatory Notes to the Code 
of Good Practice in Electoral Matters (paragraphs 112-113) offers specific guid-
ance on the role of security providers in and around polling stations on election day. 
It notes the need for electoral legislation to provide for situations and criteria for 
intervention by security forces in the event of a disturbance and stipulates mecha-
nisms through which election officials may request such assistance.

Other regional organizations have also developed instruments pertaining to the 
conduct of democratic elections (such as the Organization of American States, 
which includes two OSCE participating States), some of which include provisions 
related to electoral security. 

The Commonwealth of Independent States, all 11 members of which are OSCE 
participating States, established legal obligations in the field of democratic elec-
tions through its 2002 Convention on Standards of Democratic Elections, Elec-
toral Rights and Freedoms. The Convention notes the need to protect the rights 
and freedoms of those taking part in elections and of holding individuals who 
impede citizens in the exercise of their electoral rights accountable for their actions.

Article 3(5) of the Inter-parliamentary Union’s Declaration on Criteria for Free and 
Fair Elections states that “the right of candidates to security with respect to their 
lives and property shall be recognized and protected”. In addition, Article 4(8) 
of the Declaration provides that “states should take the necessary measures to 

10 See ECtHR final judgments: Navalnyy and Yashin v. Russia (20/04/2015) concerns an ar-
rest and conviction in connection with an unauthorized demonstration; Kasparov and Others v. 
Russia (17/02/2014) relates to the imposition of an administrative fine for participation in an unau-
thorized assembly; and Rekveniy v. Hungary (20/05/1999) concerns restrictions on participation 
in political activities by the military, police, and security forces.

11 See the Venice Commission’s Code of Good Practice in Electoral Matters, 2002, and the 
Code of Good Practice on Referendums, 2007.

http://www.google.pl/url?sa=t&rct=j&q=&esrc=s&source=web&cd=1&cad=rja&uact=8&ved=0ahUKEwjMh7SQi8vQAhUIfywKHQYXCxAQFgggMAA&url=http%3A%2F%2Fhudoc.echr.coe.int%2Fapp%2Fconversion%2Fpdf%2F%3Flibrary%3DECHR%26id%3D003-4953780-6068446%26filename%3D003-4953780-6068446.pdf&usg=AFQjCNGa4-FkC5n8KuFXN16Mo_T0wDPJvg&sig2=k4djLjci5VpqvrUorELufw
http://hudoc.echr.coe.int/eng?i=001-126541
http://hudoc.echr.coe.int/eng?i=001-126541
https://www.google.pl/url?sa=t&rct=j&q=&esrc=s&source=web&cd=1&ved=0ahUKEwjOnfHm8snQAhWECCwKHZY-BZgQFgglMAA&url=http%3A%2F%2Fhudoc.echr.coe.int%2Fwebservices%2Fcontent%2Fpdf%2F001-58262&usg=AFQjCNEECRCxBDMW_1KlUtwK_v6uazg4Tw
http://www.venice.coe.int/webforms/documents/default.aspx?pdffile=CDL-AD(2002)023rev-e
http://www.venice.coe.int/webforms/documents/default.aspx?pdffile=cdl-ad(2007)008-e
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ensure that parties, candidates and supporters enjoy equal security, and that state 
authorities take the necessary steps to prevent electoral violence”.

3.3 Obligations of the Government and Security Providers

With reference to security provisions applicable in an electoral context, the 1990 
OSCE Copenhagen Document stresses that law enforcement should be under 
the control of, and accountable to, the relevant authorities. The 1991 OSCE Mos-
cow Document says that states are to take all necessary measures to ensure that 
law enforcement personnel, when enforcing public order, act in the public interest. 
Thus, governments must respond to specific needs and pursue legitimate aims and 
also use ways and means commensurate with the circumstances. For law enforce-
ment, this may also require a proactive approach and broader engagement with 
the public.

Paragraph 21.2 of the Moscow Document provides for the accountability of law 
enforcement, whereby acts are subject to judicial oversight, and law enforcement 
personnel are held accountable for such acts. Paragraph 25 commits OSCE par-
ticipating States to ensure that their military and paramilitary forces, internal secu-
rity and intelligence services, and the police are subject to the effective direction 
and control of the appropriate civil authorities; to maintain and, where necessary, 
strengthen executive control over the use of military and paramilitary forces and of 
the activities of the internal security and intelligence services and the police; and 
to take appropriate steps to create, wherever they do not already exist, and main-
tain effective arrangements for legislative supervision of all such forces, services, 
and activities.

The 1999 OSCE Charter for European Security emphasizes that police activities 
are carried out in respect of human rights, fundamental freedoms, and the rule of 
law, without any forms of discrimination, and in a manner that enjoys public confi-
dence.12 In addition, the 1994 OSCE Budapest Summit Document underscores 
that participating States consider the democratic political control of military, para-
military, and internal security forces and of intelligence services and the police to 
be an indispensable element of stability and security. 

Other OSCE documents reinforce the importance of the integrity and profession-
alism of law enforcement bodies. These include commitments on ensuring political 

12 See paragraphs 44-45 of the 1999 OSCE Istanbul Summit Document, Charter for Euro-
pean Security.

http://www.osce.org/mc/17502?download=true
http://www.osce.org/mc/17502?download=true
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neutrality of the armed forces, and they recognize the need for the police to enjoy 
public confidence and act in the interest of the public.13

3.4 Restrictions on the Use of Force

The use of force is a key consideration within the context of an election. It is under-
stood as the physical imposition of restrictions on rights and freedoms, detentions 
and arrests, or the use of force in response to certain types of threats within legally 
permissible limits. 

Particular emphasis is placed on the campaign period in relation to facilitating 
and protecting fundamental freedoms, including peaceful assembly. Public secu-
rity providers are subject to legal regulations and, as stipulated by international 
standards, should be authorized to use force only when required under conditions 
established in legislation as reasonable and proportionate. 

The use of force must be considered an exceptional measure, not to be executed 
arbitrarily. It should be proportionate to the threat, minimizing damage and injury, 
and used only to the extent required to achieve a legitimate objective. National leg-
islation should clearly establish circumstances justifying its use. This includes pro-
viding adequate advance notice and using only the level of force needed to deal 
with various threats. Authorities should develop a range of responses to enable a 
differentiated and proportional use of force.

International standards provide guidance regarding a range of potential situations 
that may arise throughout the course of an election. This includes the use of force 
to disperse violent and non-violent unlawful assemblies in the context of civil unrest, 
as well as during emergency situations. Public security providers should avoid the 
use of force in the event of unlawful though non-violent assemblies or limit its use 
to a minimum.14 

International guidance through the UN Basic Principles on the Use of Force and 
Firearms by Law Enforcement Officials provides that “[i]n the dispersal of assem-
blies that are unlawful but nonviolent, law enforcement officials shall avoid the use 

13 See Decision No. 9 of the 2001 OSCE Bucharest Ministerial Council and the 2006 OSCE 
Brussels Ministerial Council Decision. Also see the Guidelines on Freedom of Peaceful As-
sembly, 2nd Ed., OSCE/ODIHR and Venice Commission, 2010.

14 Article 13 of the UN Basic Principles on the Use of Force and Firearms by Law Enforce-
ment Officials, 1990, and paragraph 7 of the Council of Europe’s European Code of Police Eth-
ics, 2001.

http://www.osce.org/mc/25065?download=true
http://www.osce.org/mc/25065?download=true
http://www.osce.org/odihr/73405
http://www.osce.org/odihr/73405
http://www.ohchr.org/EN/ProfessionalInterest/Pages/UseOfForceAndFirearms.aspx
http://www.ohchr.org/EN/ProfessionalInterest/Pages/UseOfForceAndFirearms.aspx
https://polis.osce.org/node/4711
https://polis.osce.org/node/4711
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of force or, where that is not practicable, shall restrict such force to the minimum 
extent necessary”.15 

In dispersing violent assemblies and demonstrations, specific reference is made 
concerning firearms, i.e., that they may be used only when less dangerous mea-
sures prove ineffective and when there is an imminent threat of death or of serious 
injury. Firing indiscriminately into a violent crowd is never a legitimate or an accept-
able method of dispersal.

If the force used is not authorized by law or is deemed excessive, law enforcement 
personnel and other individuals involved, including those connected with authoriz-
ing the use of force, should be subject to disciplinary action, as well as civil and 
criminal liability. Law enforcement personnel should also be held liable for failing 
to intervene where such intervention might have prevented other personnel from 
using excessive force.

3.5 Security in Emergency Situations

Extraordinary events impacting the conduct of an election may occur and neces-
sitate action by security providers. Such aspects could include large-scale or 
wide-impact incidents of a criminal, insurgent, or terrorist nature; outbreaks of vio-
lence; public health emergencies; or natural disasters. In some cases, this could 
result in the declaration of a state of emergency, which may be instituted at the 
local, regional, or national level depending on the specific threat and response. 
Such a declaration permits the government to suspend or alter certain functions 
within the branches of government for a period of time and to take proactive actions 
or implement response procedures depending on the identified emergency.

Appropriate and proportionate heightened security measures may be instituted in 
response to emergency security situations with a view to restoring or maintaining 
public order. In doing so, international obligations and standards set out that limita-
tions of fundamental rights and freedoms during a state of emergency can be justi-
fied only by strict and exceptional necessity in light of a grave and imminent threat. 

Article 4 of the ICCPR and Article 15 of the ECHR stipulate that in times of war 
or public emergency threatening the life of the nation, states may take measures 
derogating from their obligation to guarantee rights and freedoms under those 
instruments, including the freedoms of movement, association, assembly, and 
expression, but only to the extent, both in provisions and in length of time, strictly 
required by the exigencies of the situation.

15 Provision 13 of the UN Basic Principles on the Use of Force and Firearms by Law Enforce-
ment Officials.
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In addition, the 1985 Siracusa Principles on the Limitation and Derogation of Pro-
visions in the ICCPR specify that derogations are justified “only when faced with 
a situation of exceptional and actual or imminent danger which threatens the life 
of the nation” and clarify that “internal conflict and unrest that do not constitute a 
grave and imminent threat to the life of the nation cannot justify derogations”. Para-
graph 25.3 of the 1990 OSCE Copenhagen Document also provides that dero-
gations should be limited to the “extent strictly required by the exigencies of the 
situation”.

While there are no specific international standards regarding the holding of elec-
tions under conditions of emergency rule, broader provisions under international 
law apply. International good practice notes that democratic elections are not pos-
sible without ensuring fundamental freedoms. In some cases, consideration could 
be given to reconsidering a declared state of emergency before the start of an elec-
tion or alternatively to delaying an election if a democratic environment in which to 
hold the election is not possible. Under some circumstances, such options may not 
be possible. In a number of OSCE participating States, it is legally prohibited to 
hold elections during a state of emergency.

Balancing guarantees of fundamental rights and freedoms against security-driven 
restrictions and limitations is even more complex during an election. Such consid-
erations are particularly relevant when any restrictions imposed on rights and free-
doms could have a direct impact on the process and the results. In the context of 
an election, provisions could impact the environment through the following:

• Curtailing the freedom of assembly by limiting or prohibiting gatherings during 
the campaign period;

• Limiting freedom of expression by imposing constraints on the media;

• Limiting the freedom of movement inside and outside of certain designated 
areas;

• Enhancing the presence of security personnel, including around election-re-
lated facilities;

• Restricting or relocating voter registration locations and activities;

• Relocating polling stations, counting centres or tabulation centres.

Responses by public security providers to emergency situations during an elec-
tion therefore necessitate a balance between ensuring safety and restoring public 
order and not imposing any unjustified restrictions on fundamental rights and free-
doms. A state of emergency should not be used as a political tool to curtail elec-
tion-related rights and freedoms. 
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Depending on the nature of the emergency, there may be a role for public secu-
rity forces in cases necessitating a restriction, suspension, or postponement of 
an election. Any restrictions should be proportionate and have a legitimate aim, 
considering possible implications and ramifications for electoral stakeholders and 
activities.

3.6 Accountability of Law Enforcement and Other Security 
Personnel

Public security providers must respect and protect human dignity, maintain and 
uphold human rights, and be accountable to the community as a whole. With spe-
cific reference to elections, security personnel must not: 

• abuse their authority or unduly interfere in an electoral process;

• display bias for or against any contestant or segment of the electoral 
population; 

• obstruct campaign freedoms or voting rights;

• use investigatory powers as a tool for intimidation; 

• carry out arbitrary arrests or detentions;

• use excessive force; or

• facilitate unequal or discriminatory enforcement of the law. 

They should prevent and oppose any politically-targeted violations and should 
refrain from executing any potential unlawful actions. Any allegations of human 
rights violations by public security providers should be given sufficient attention, 
comprehensively addressed, and followed up by the respective authorities.

To avoid conflicts of interest, any alleged malfeasance by public security officials 
may necessitate investigation and follow-up by a separate independent authority. 
In particular, law enforcement personnel at all levels must be held responsible and 
accountable for any unlawful actions or omissions or for illegitimate orders to sub-
ordinates. Such accountability is crucial to maintaining trust and confidence in the 
respective institutions.
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4.
ODIHR’S APPROACH TO SECURITY 
ISSUES WITHIN THE ELECTORAL 
CYCLE

4.1 General Considerations

An election-cycle approach is based on the understanding that an election is not 
an isolated one-day event. An electoral process comprises a series of intercon-
nected elements and activities that occur before, during, and after election day. 
Each phase involves different challenges and demands. Such an approach is 
broadly recognized as an effective management tool utilized by a range of election 
stakeholders.
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As part of its election observation methodology, ODIHR comprehensively assesses 
security aspects pertaining to an election throughout the process and measures 
put in place by authorities to ensure a safe and secure environment for the exercise 
and realization of electoral rights. The extent of analysis depends on the specific 
environment and context, as well as the format of an election-related activity.

4.2 The Needs Assessment Mission

As part of its initial assessment, ODIHR deploys a Needs Assessment Mission 
(NAM) comprising ODIHR experts who spend several days in a country some three 
months before a planned election. Its purpose is to assess whether to deploy an 
observation activity and, if so, to determine what type of activity best meets the 
identified needs. 

Depending on the specific context, lines of inquiry and an initial assessment may 
include various aspects of electoral security. The NAM would consider the role of 
public security providers in the overall context of the election and highlight any con-
cerns raised by stakeholders. It should identify where specific issues of electoral 
security would require further consideration and assessment by an observation 
mission. Key aspects and points of inquiry by the NAM could include the following: 

• The overall security context and its influence on the electoral process;

• Security issues from previous elections that could affect stakeholder 
perceptions;

• The potential impact of the security environment on the campaign and elec-
tion operations; and

• The level of confidence in the capabilities of security and law enforcement 
agencies and any concerns regarding their interference in the process.

4.3 The Observation Mission

Once deployed, an election observation mission’s core team would focus on pub-
lic security provisions and mechanisms within the electoral process at the national 
level depending on the specific context and election. All core team members 
should be aware of how security issues relate to their specific areas of focus, as 
well as work together to analyse how such factors would impact the overall assess-
ments of the mission. Described below are potential areas of consideration by the 
various core team experts. Some aspects may require a joint assessment by sev-
eral experts given the crosscutting nature of the issues and depending on the spe-
cific context.
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Legal Analyst

The legal analyst may assess the extent to which laws and practices concerning 
electoral security meet OSCE commitments and other international obligations and 
standards for democratic elections, as well as good practice. In particular, this 
would require scrutiny in cases where security providers undertake a modified role 
during an election, such as in an emergency situation. Assessing aspects of consti-
tutional and legal provisions, as well as their implementation by the relevant stake-
holders, are central components. Other aspects may include assessing the role of 
law enforcement in addressing or investigating election-related offences within the 
broader process of electoral dispute resolution.

Political Analyst 

The political analyst would liaise with parties, candidates, civil society, and citizen 
observer organizations to assess the perception and impact of security-related 
issues and actors pertaining to their electoral activities and the general environ-
ment. This would involve examining the overall security context of the election, as 
well as focusing on issues related to party or candidate registration and a range 
of activities surrounding a campaign. This may include assessing the role of secu-
rity providers in facilitating or obstructing contestants’ rights, such as to peace-
ful assembly, as well as other means of campaigning. Potential assessments may 
include examining the competence and demonstrated actions of security providers.

Election Analyst

The election analyst’s primary interlocutor is the election management body. The 
election analyst would focus on the role of the election administration in any secu-
rity-related issues directly pertaining to its activities. In particular, this may include 
provisions for security around the voter registration process and for election-day 
activities such as training of election administration staff, as well as processes and 
materials related to the voting, counting, tabulation, and transmission of results. 
Other issues could include any coordination by the election management body 
with security providers regarding election activities.

Media Analyst 

The media analyst would follow the media and potentially identify any issues con-
cerning the public perception of or concerns regarding security providers in an 
electoral context. The media analyst may also consider the impact of any security 
provisions or conduct by officials that impact the ability of contestants or media 
outlets to convey messages to the electorate in a balanced and impartial manner.
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Long-term Observers

At the regional level, provisions for electoral security are assessed by long-term 
observers (LTOs). LTOs are primarily responsible for observing the various stages 
of an electoral process in the regions and providing the mission with a comprehen-
sive understanding of events occurring throughout the country. Reporting on, and 
analysis of, aspects of security generally focus on regional security arrangements. 
This includes a regional assessment of the work of the election administration, the 
implementation of laws and regulations, and the campaign and political environ-
ments, and within this context, any role played by security providers, including law 
enforcement.

Short-term Observers

At the local level, short-term observers (STOs) are deployed to assess election-day 
proceedings, including in and around polling stations, as well as lower levels of the 
election administration. STOs are deployed to observe polling, counting, and tabu-
lation procedures and to report their findings.

From a security perspective, STOs would focus on the activities, actions, and per-
ception of security providers throughout the various stages of the election process 
around election day. The deployment of STOs to observe and report on election 
day processes at polling stations and tabulation centres provides the mission with 
an overall profile of activity throughout the country. This detailed information would 
assist the mission to draw conclusions based on collective experience and may 
highlight any issues of significance concerning the role and actions of security 
providers.

4.4 Follow-up

A core part of election observation is the recommendations offered by the mission 
to enhance the conduct of future elections. In this context, recommendations relate 
to issues identified pertaining to security within an election and how to improve 
aspects related to legislation and practice. Election observation is beneficial only 
if recommendations are given serious consideration and are effectively addressed. 
This has been recognized by all participating States, which committed themselves 
in the 1999 OSCE Istanbul Document “to follow up promptly ODIHR’s election 
assessments and recommendations”.16

16 See paragraph 25 of the 1999 Istanbul Summit Declaration, as well as the Handbook on 
the Follow-up of Electoral Recommendations, OSCE/ODIHR, 2016.

http://www.osce.org/mc/39569
http://www.osce.org/odihr/elections/244941
http://www.osce.org/odihr/elections/244941
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Follow-up has become increasingly important to OSCE participating States, as 
well as to the work of ODIHR in supporting states in their efforts to improve their 
electoral processes. Follow-up and the various mechanisms available to support 
states in addressing ODIHR recommendations are considered effective instru-
ments in addressing and supporting necessary improvements and possible solu-
tions on the basis of international obligations and standards, as well as international 
good practice.

4.5 Citizen Observer Organizations

Citizen observer organizations play an important role in an electoral process and 
can enhance a positive and conducive electoral environment. Given the presence 
of citizen observers, they are in an advantageous position to undertake regular and 
long-term assessments of an electoral process.

ODIHR regularly liaises and exchanges information with citizen observer organiza-
tions both at an institutional level and through its observation activities. This can 
serve as an important source for exchanging information concerning the conduct 
of, and interactions with, security providers during an election.

Moreover, citizen observers may be in a position to undertake various activities 
within the electoral process, including monitoring any electoral violence and con-
ducting public campaigns and advocacy programmes to promote peaceful elec-
tions. They may be able to assess the implementation of a code of conduct for 
security providers and the context and effectiveness of any training for security pro-
viders related to electoral security.
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5.
ASSESSING SECURITY DURING THE 
DIFFERENT ELECTORAL STAGES

The following section provides a series of considerations for election observers, as 
well as lawmakers and public security providers, during the different stages of an 
election. After each topic, key considerations are presented to serve as a guide for 
potential lines of inquiry. The first section outlines general factors for consideration 
in the context of electoral security that are applicable to all stages of the electoral 
process.

5.1 General Considerations for Electoral Security

Ensuring rights and freedoms: The overall approach to electoral secu-
rity should reflect the principle that the ultimate objective of ensuring a 
safe and secure electoral environment is not to impose limitations, but to 
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ensure that fundamental rights are not undermined and that they can be 
freely exercised. Security concerns should not be misused as justification 
for unduly restricting freedoms.

Context and environment: In planning and implementing activities, con-
sideration should be given to the context in which an election takes place, 
the overall political and social environment, as well as the potential impact 
of the threats associated with any sources of insecurity. Elections con-
ducted in post-conflict conditions or under other security challenges entail 
additional requirements as compared to elections conducted in more sta-
ble environments.

Types of threats: In designing policies and responses to potential inse-
curity during an election, public security forces should consider various 
types of both real and potential threats, vulnerabilities of the process, and 
their possible impact. There may be risks to stakeholders, events, materi-
als, and facilities in the form of threats or violence or other interference with 
electoral rights and freedoms, including cyberthreats. Sufficient response 
mechanisms should be developed in cases where risk mitigation may not 
be fully successful.

Stakeholder coordination: Numerous actors are typically involved in 
organizing an election and may have a direct and varying role in providing 
security, including security authorities, election management bodies, elec-
tion dispute resolution bodies, media, civil society, and other authorities 
indirectly linked to the process. Awareness of, and consultation with, such 
stakeholders, understanding their roles, and consistent efforts on the part 
of public security providers to work in close collaboration can contribute 
to the overall success of organizing an election.

Marginalized and Vulnerable groups: Conscious efforts should be 
undertaken and policies implemented to safeguard the rights of margin-
alized and vulnerable groups to ensure their free and full participation in 
an election. Targeted strategies designed to address the specific risks 
associated with these groups should be explicitly addressed in operational 
principles and planning, with particular attention paid to circumstances of 
heightened political tension, within a post-conflict environment, or special 
circumstances that may endanger the realization of rights and freedoms in 
an electoral context.

Public service culture: Activities undertaken by public security provid-
ers during an election should be construed as a public service and be 
guided by the interests of public order and the protection of fundamental 
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rights and freedoms. The public-service culture in the delivery of secu-
rity services should be promoted as an approach conducive to enhancing 
pubic confidence and to facilitating interaction and information exchange 
between electoral stakeholders and the security services.

5.2 Pre-electoral Period

The pre-electoral period typically covers the period from the announcement of an 
election, or even earlier with certain electoral preparations, until the end of the 
campaign and the start of the voting process. Security-related aspects to consider 
could include the comprehensiveness of the legal framework, the extent of stra-
tegic and operational planning, and the initiation of any training activities. In this 
period, stages of the electoral process to consider would generally include voter 
and candidate registration, logistical preparations, and the election campaign.

Legal Framework

Legal provisions should cover all election-related issues comprehensively. This 
includes clearly defining the rights, duties, and responsibilities of stakeholders; 
safeguarding equality and fundamental rights and freedoms; guaranteeing the 
independence of the election management body and judiciary; mandating the neu-
trality of public security providers; and establishing transparency and accountabil-
ity in the process.

The period ahead of an election should be an opportunity for authorities to review 
and amend legislation, as necessary, to bring it into line with OSCE commitments 
and other international obligations and standards for democratic elections. How-
ever, international good practice suggests that any substantial changes to an elec-
toral legal framework should be adopted not less than one year prior to an election 
or should not be applicable for at least one year. It is important to note that legal 
frameworks based on equality and non-discrimination can in and of themselves be 
a bulwark against insecurity, whereas weak and unequal legal frameworks could 
be a source of insecurity.

Legal provisions related to electoral security should include specific regulations 
pertaining to the rights, obligations, and responsibilities of public security provid-
ers during an election, with specific emphasis on the role of law enforcement. This 
could include provisions on suffrage rights of individuals who are part of public 
security services (e.g. high-ranking officials) or other institutions involved in the 
electoral process. It may also include provisions to avoid a conflict of interest, while 
not imposing unreasonable restrictions on suffrage rights.
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Legislation should clearly establish the role and scope of involvement of secu-
rity providers in the electoral process. This should emphasize the principles of 
neutrality, proportionality, and non-discrimination in their work and should stipulate 
accountability mechanisms. To enable public security providers to effectively carry 
out their duties and ensure a more secure environment, the law should provide for 
a broad range of election-related offences with precise definitions. Proportionate 
and dissuasive administrative and criminal sanctions for such offences should also 
be established. Laws should be clear about the consequences for public security 
providers when they do not follow the law.

If all or part of a country’s territory is under a declared state of emergency, the legal 
framework for states of emergency may be in effect during the election. This may 
include special lawmaking and decision-making powers to address the exigencies 
of the emergency. Public security providers should refrain from applying any emer-
gency laws or decisions that violate rights and fundamental freedoms of electoral 
stakeholders.

 Does the legal framework clearly stipulate the rights, duties, and responsibilities 
of public security providers during an electoral process?

 Does the legal framework contain explicit requirements for professional conduct 
by public security providers, including respect for principles of neutrality, equal 
treatment, and non-discrimination?

 Does the law establish a full range of election-related offences, with precise 
definitions, and create an effective basis for enforcement by providing for pro-
portional and dissuasive sanctions for infringements?

 Have laws on states of emergency come into play or been enacted? If so, what 
is the impact on the electoral process or environment, and have they been used 
by the authorities or security providers to unduly curtail electoral rights and 
freedoms?

Strategic and Operational Planning

This is an important stage for public security forces to coordinate their efforts, for-
mulate policies, and plan their activities within the electoral cycle. As the electoral 
management body is often the lead institution responsible for the electoral pro-
cess, security providers should include its representatives in any planning in line 
with the legal framework and vice versa.

Comprehensive strategic planning carried out in the pre-electoral period could 
include a risk assessment and analysis of security-related needs in consultation 
with the election management body and other authorities involved in organizing an 
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election. A clear delineation of responsibilities should be established, as should 
reporting lines and chains of command that coincide with assigned responsibilities.

Example: Pre-election Coordination between the Election Management 
Body and Law Enforcement

Ahead of parliamentary elections in one OSCE participating State, a series of 
mechanisms were introduced to enhance coordination between the election man-
agement body and the Ministry of Internal Affairs. The initiatives included signing 
a memorandum of understanding, holding coordination meetings, and developing 
and delivering a specific training module on electoral security.

Aspects of the training module focused on effective communication between the 
election administration and law enforcement agencies for providing security and 
on mechanisms to address risk management and to ensure an unhindered elec-
toral process. The training was delivered at a workshop involving stakeholders rep-
resenting the security services, the election administration, and civil society. The 
module was also integrated within the training programme for lower-level election 
staff ahead of the elections.

Security planning should also include the identification of vulnerabilities and inse-
curities, as well as the identification of potential early warning signs. Security 
planning may benefit from a review of lessons learned from past elections and an 
analysis of past security incidents and patterns of insecurity. While it is critical to 
plan at the central level, planning should also be decentralized to take into account 
local security conditions, and coordination mechanisms need to be established at 
all levels of government. On this basis, comprehensive security plans should be 
developed, including risk mitigation strategies and contingency response mecha-
nisms and, where necessary, in coordination with other stakeholders, in particular 
the electoral authorities. As with other stakeholders, security providers may con-
sider instituting a code of conduct for their personnel during an election.

Under certain circumstances, establishing a joint election coordination centre, par-
ticularly in states with challenging security situations, and specifically in the period 
leading up to election day, may serve to facilitate communication among stakehold-
ers and coordinate responses. In establishing such a mechanism, however, con-
sideration should be given to the national context and the perceived acceptability 
of such coordination.
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Example: Establishing a Joint Operation Centre for Election Day

In one instance, given the heightened security environment, a joint operation cen-
tre was established prior to one country’s parliamentary elections. Representatives 
included officials from the electoral management body and relevant ministries, the 
military, and the police. The centre served to coordinate information on election 
preparations from field offices of the respective institutions and to monitor secu-
rity issues across the country.

The idea was to ensure the security of the elections by receiving timely information 
where election activities were taking place. Authorities received information from 
their respective lines of communication, and this was reconciled with other infor-
mation and facilitated a quick and coordination response. The establishment of this 
structure was widely supported by electoral stakeholders as being an important 
mechanism for support provided by the various authorities involved.

Elections are usually the largest activity conducted by civilian authorities within a 
given country. Consultation and coordination with other stakeholders, including 
electoral contestants, media, civil society actors, and religious or traditional lead-
ers, in the establishment of security plans is encouraged. These stakeholders may 
have valuable input for security planning, which could serve to bolster public confi-
dence in the government’s security efforts.

Apart from operational activities, planning should also cover initiatives to ensure 
transparency in the work of public security providers at all stages of the elec-
toral process and aim at achieve a positive public image. Context-specific public 
information campaigns, targeted outreach, and stakeholder dialogue are effective 
confidence-building measures that serve to allay citizen concerns about safety, 
potentially increase participation in the election, allow the work of security provid-
ers to be effectively monitored, and build trust in the integrity of the election. While 
security deployment plans should generally be transparent, it may be appropri-
ate for certain aspects not to be shared or made publicly available to preserve the 
integrity and effectiveness of the measures.

	Did public security providers carry out a comprehensive risk analysis and strate-
gic planning in preparation for an election, and did they do so in a coordinated 
manner?

	Was this analysis and planning conducted in co-ordination with the elec-
toral management body?

	Did security planning cover initiatives aimed at ensuring transparency and build-
ing public confidence?
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Operational and Professional Training

Effectively trained security personnel can contribute to a more secure and just envi-
ronment and can also build public trust in the electoral process. Conversely, under-
trained personnel can undermine security and overall trust in the process. The 
content of any training activities should be comprehensive and cover relevant stra-
tegic and operational aspects. It should establish a set of standards and principles 
on the rules of engagement for the management of public security, clearly outlining 
what would be considered an appropriate escalation of force and establishing con-
sequences for non-compliance.

Example: International Support for Police Training Ahead of an Election

The OSCE through its field offices has supported a number of training activities 
aimed at enhancing the awareness of police roles and responsibilities during 
electoral processes. Ahead of elections in one OSCE participating State, the OSCE 
was supported by the EU in developing and conducting training courses for police 
officials that were aimed at building the capabilities of selected officials of all ranks 
dealing with the management of public order. Topics included operational planning, 
effective command and control, negotiation techniques in line with international 
standards, threat and risk assessment, use of information and intelligence, 
and media relations. Two guidebooks on police conduct, the use of force, and 
negotiation techniques in public order management were developed.

In line with international good practice, training could explicitly encourage dem-
ocratic policing practices. This could be supported by the inclusion of topics or 
principles on international standards and good practice in security management, 
human rights, issues pertaining to vulnerable and marginalized groups, as well as 
principles of democratic accountability, neutrality, and professional and non-intim-
idating conduct throughout the stages of an election. Training topics could cover 
relevant aspects of the electoral legal framework, such as the rights and duties of 
different electoral stakeholders. Law enforcement personnel should also under-
stand all stages of the electoral cycle and the corresponding security aspects 
and be made aware of various election-related offences, both administrative and 
criminal.

	Was comprehensive election-related training provided to public security 
personnel?

	If so, did the curriculum promote international standards, human rights, good 
practice, and democratic policing norms that are applicable during an election?
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Voter Registration

Security providers may be requested to provide security for voters and election 
officials involved in the registration process, as well as for premises and materials. 
This should safeguard voter registration activities and the exercise of universal suf-
frage by ensuring that threats, risks, or electoral malfeasance do not prevent voters 
from registering. Different tasks may be envisaged depending on the mechanisms 
of voter registration. In addition, given the increasing use of electronic voter regis-
tration systems, security providers may be required to support the integrity of the 
systems and the data therein.

Considerations for Electronic Systems Used in Elections

Aspects of electoral processes supported by electronic systems may include voter 
registration, voting, counting, and results tabulation, as well as systems to manage 
administrative aspects, including candidate registration and staffing. In addition, 
websites and portals are often used to convey a variety of information to stakehold-
ers. Such systems may enhance the efficiency, transparency, and inclusiveness of 
the electoral process.

Increasingly, there are concerns over potential and real threats to such compo-
nents that could threaten the integrity of the electoral process. Past examples have 
demonstrated the impact of cyberattacks on systems used in elections.

A key aspect of consideration by authorities is to ensure that systems (hardware, 
software, and data) remain secure against any threats. In some cases, election 
management bodies or other responsible institutions may seek support from spe-
cialized security agencies or private companies to secure their infrastructure. 
Different strategies may be employed, including risk assessments, security mea-
sures, and contingency plans to mitigate threats and vulnerabilities to the system 
due to either technological or human factors. Any attempted or actual breaches in 
the integrity of a system should be reported to law enforcement.

Security providers may also be required to ensure that freedom of movement can 
be exercised by voters. This may include situations within a territory where internal 
security or checkpoints exist or at an external border crossing, which may create 
real or perceived impediments to the ability of voters to register and vote. This is 
particularly important to enable freedom of movement and facilitate the participa-
tion of IDPs and returning refugees in post-conflict environments, where voter iden-
tification may be a challenge.

Some security providers may be responsible for overseeing components of voter 
registration in their own structures, including for police, conscripts, and military 
personnel.17 In supporting registration activities, public security providers should 

17 See pp. 39-40 of the Handbook for the Observation of Voter Registration, OSCE/ODIHR, 
2015.

http://www.osce.org/odihr/92058?download=true
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focus on facilitating voter registration and law enforcement may be required to pre-
vent or respond to irregularities, such as multiple registration, pressure on voters, 
or undue removals from electoral registers.

	Did public security providers effectively support voter registration processes 
by providing security for voters, premises, officials, and materials, where 
necessary?

	Did public security providers effectively contribute to ensuring freedom of move-
ment and the ability of voters to register?

Candidate Registration

Legislation generally requires potential contestants to register for an election. Pro-
visions may also necessitate a party to register or submit its membership lists 
ahead of registering specific candidates. The registration of candidates to partic-
ipate in an election may require the fulfilment of certain criteria, including submit-
ting supporting signatures from voters or financial deposits. In some cases, these 
processes may present hurdles for potential contestants and impact their ability 
to fully participate in an election and lead to possible tension and expressions of 
discontent.

Public security providers should aim to maintain a secure environment for the reg-
istration process and contribute to an environment in which contestants are treated 
fairly and can reach supporters, conduct party congresses, and gather support 
signatures or registration documents as part of the registration process. Other 
concerns may include potential misuse of authority by security officials related to 
direct or indirect harassment, intimidation of stakeholders, and potential detention 
or arrest for political purposes.

	Did public security providers react in a timely, effective, and impartial manner to 
any potential threats related to candidate registration?

	Were any prospective candidates prevented from participating due to being 
detained or subject to administrative sanctions or arrest?

Electoral Campaign

Democratic electoral processes should be based on equal and fair opportunities 
for all contestants and their supporters to campaign in an environment free from 
intimidation and obstruction. Citizens should be able to take part (or not take part) 
in campaign events in full freedom and feel safe in the exercise of their right to polit-
ical participation.
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To help ensure a safe environment, public security providers should maintain an 
adequate level of overall security during campaign activities organized by parties 
and candidates, as well as the personal security of those attending meetings and 
rallies. This means not only that security should be maintained, but also that the 
presence of security officials should not be considered overbearing or intimidating.

Public security providers should permit campaigners to freely distribute cam-
paign materials or speak to voters in public places; free speech should only be 
restricted on an exceptional basis, when strictly justified, such as through mea-
sures to address manifestations of hate speech during campaign activities, partic-
ularly when they may incite violence.

Hate Speech during a Campaign

Hate speech commonly refers to forms of expression that are motivated by, demon-
strate, or encourage hostility towards a group or an individual because of their 
membership of that group. Within an election campaign, this may emerge through 
statements or comments issued by party representatives, candidates, or their sup-
porters or through the media in an attempt to exploit or incite fears and prejudices 
among the electorate.

OSCE participating States acknowledge the seriousness of hate speech and the 
threat it poses to security, which may extend to conflict and violence on a wider 
scale.18 States differ as to which forms of expression constitute crimes. Direct and 
immediate threats of violence, as well as incitement to violence, are crimes in all 
OSCE participating States. Beyond this, there is no consensus as to what other 
forms of speech, if any, should be criminalized. 

There is a significant challenge to identifying and reacting to what may be consid-
ered hate speech according to national legislation and international standards and 
obligations. The balance is between potentially restricting freedom of expression 
for the protection of other rights versus allowing legitimate and permissible opin-
ions and views. 

Imposing restrictions on freedom of expression is generally discouraged in a dem-
ocratic society, and circumstances become more challenging in the context of 
an election when the environment is politically intense and a plurality of views is 
encouraged, which may serve as an opportunity to make provocative statements. 
Whether statements are considered hate speech or not may be unclear; however, 
incitement to violence and threats of violence are clearly considered electoral vio-
lence under commonly accepted definitions.

Security at demonstrations and rallies should be managed in an inconspicuous 
manner and with restraint, with a focus on the safety of the organizers and partic-
ipants, to prevent any undue restrictions on the rights of peaceful assembly.19 In 

18 Decision No. 6 of the 2002 OSCE Porto Ministerial Council.

19 Paragraph 155 of the Explanatory Notes to the Guidelines on Freedom of Peaceful  Assembly, 
2nd Ed.
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providing security for campaign events, security providers should act neutrally and 
impartially and prevent intimidation by others. Conduct needs to instil confidence 
among stakeholders and encourage individuals seeking protection and reporting 
misconduct, whereas any real or perceived intimidation may have a negative impact 
on trust and confidence in the process.

Rules for the organization of campaign events should be permissive rather than 
restrictive and should be applied equally, with an emphasis on notification of activ-
ities over approval.20 Should legislation require the approval of the authorities 
to hold campaign activities, it should be timely, applied equally, and should not 
impede campaign programmes or activities.

Example: Co-ordination during Campaign Activities

In one OSCE participating State, ahead of parliamentary elections, security offi-
cials convened regular meetings throughout the campaign period to which repre-
sentatives of political parties involved in the election were invited. Security officials 
conveyed relevant information on their preparations around and on election day.

In addition, parties conveyed information concerning the date, time, and place 
of planned campaign activities given the limited opportunities available due to 
time and venue constraints. Security authorities did not impose any schedules or 
restrictions, but simply worked to co-ordinate with the parties to ensure the fair and 
equitable use of public venues.

Public security providers should react to any calls for, or outbreaks of, violence, 
which may be intentionally provoked to destabilize the situation or disrupt specific 
campaign activities. In case the use of force is required, it should be used appropri-
ately, proportionately, and in a targeted manner, in accordance with the law.

Tension during a campaign may develop as a result of instances of real or per-
ceived misuse of state resources or an unfair distribution of, or unequal access to, 
public resources made available during an election. This may include public ven-
ues for campaign events, mechanisms for the distribution of campaign materials, 
or means of communication and transportation. Public security providers should 
be aware of these aspects in a particular election and possible sources of tension.

 Did public security providers ensure adequate security during campaign 
activities?

 Did public security providers co-ordinate effectively and efficiently with the elec-
tion authorities?

 Did public security providers carry out their tasks in a neutral and unbiased way?

20 See paragraphs 2.1-2.4 of the Guidelines on Freedom of Peaceful Assembly, 2nd Ed. Also see 
the Handbook on Monitoring Freedom of Peaceful Assembly, OSCE/ODIHR, 2011.
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 Did public security providers interfere in any way in the organization or holding 
of any campaign activities? If so, was such action justified?

 Was security managed peacefully and with restraint during demonstrations and 
campaign events without undue restrictions placed on freedoms of assembly 
and expression?

 Were any campaign events, demonstrations, or other activities prohibited or 
obstructed by the authorities or security providers?

 Were any individuals or groups subject to threats or intimidation by state author-
ities or security providers, including arbitrary investigation, arrest, or detention?

 Did public security providers act in a non-intimidating manner and take the nec-
essary action to prevent or stop election-related intimidation, coercion, or undue 
influence?

 Were measures and force used in response to irregularities appropriate and 
proportionate to the risks and threats?

 Were appropriate measures and follow-up employed in response to tensions 
stemming from unequal or unfair access to public resources?

 Did public security providers apply and enforce the law equally and without dis-
crimination in relation to electoral stakeholders?

Media

Media play a vital role during a campaign in serving as the primary platform for con-
testants to transmit their messages to the electorate and for the public to receive 
campaign coverage and information, as well as broader information on the process. 
During a campaign, media may come under increased pressure to meet demands 
for access to, and coverage of, contestants while complying with commercial and 
editorial policies and the legal requirements enforced by regulators.

Media outlets and journalists may become targets of threats, violence, prosecu-
tion, or civil lawsuits due to their reporting on various components of an election, 
thereby requiring a heightened level of protection. Freedom of expression should 
be protected, and no unreasonable restrictions should be placed on the rights of 
contestants or other electoral participants to freely express their views and opin-
ions in the mass media.21

	Were the media able to work freely during the election without censorship, 
obstruction, or interference, and were they effectively and equally safeguarded?

21 See, among others, Article 19 of the UDHR; Article 19 of the ICCPR; Article 10 of the ECHR; 
paragraph 9.1 of the OSCE Copenhagen Document; paragraph 26.1 of the 1991 OSCE Moscow 
Document; paragraph 26 of the 1999 OSCE Istanbul Summit Declaration, as well as paragraph I.2 
of the Council of Europe’s Committee of Ministers Recommendation Rec(2007)15.
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5.3 Electoral Period

The electoral period is considered to encompass election-day activities, includ-
ing voting, counting, and tabulation. Certain aspects of the pre-electoral period, 
such as the campaign, may overlap with the electoral period, e.g., when there is 
early voting.

Election-Day Security

Considerations for public security providers for election day include activities 
occurring in and around polling stations, as well as other locations and events 
involving a range of stakeholders. The role of public security providers during this 
stage focuses on ensuring the security of voters and personnel involved in the 
administration of voting and counting and ensuring the security of election prem-
ises and materials.

The storage of election materials at polling stations may be a key operational con-
sideration for election day. In some cases, assistance may be requested to provide 
security during the delivery and securing of ballots and other sensitive election 
materials. Materials can be categorized depending on the items and context: sen-
sitive (ballots, results forms, voter lists, ballot stamps, indelible ink, and voting 
equipment) and non-sensitive (empty ballot boxes, polling screens, stationary, and 
furniture).

Legislation often explicitly provides for the presence of security officials around 
polling stations and administrative buildings throughout election day and outlines 
their duties. In most cases, the presence of security officials is limited to the area 
outside polling stations and the immediate surrounding area to ensure a safe and 
secure environment. Whether a police presence in relation to polling or counting 
may be a legal requirement in some cases or prohibited in others, the situation must 
be clearly understood by all stakeholders.

Good practice notes that a police presence inside polling stations is generally pro-
hibited and envisaged only upon the request of the respective election official to 
restore order or react to specific incidents. This may include disruption or electoral 
malpractice in the voting process by voters, polling staff, observers, candidates 
or party agents, or unauthorized individuals. However, legislation may also envis-
age a role for security personnel in connection with the voting process itself, such 
as assistance with queue management. In some cases, police will be required to 
assist with voting in special circumstances, such as in prisons and by public secu-
rity forces.
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In general, the legislation in OSCE participating States varies considerably on the 
extent provisions concern security-related roles and responsibilities around elec-
tion day, with most focusing on the role of the police at polling stations. The fol-
lowing points are extractions from various OSCE participating States pertaining to 
security in and around polling stations:

• The polling station chairperson is generally vested with the responsibility to 
ensure that peace and order are maintained in voting premises throughout 
election day.

• The chairperson may seek the assistance of the police to ensure peace and 
order and for the unimpeded conduct of voting and counting.

• If requested, the police should react on request, and as per instructions, 
within the scope of their legally vested authority.

• In such cases, voting should be suspended while the police are present 
inside the polling station.

• Once order has been restored, the police should be required to leave the 
polling station to allow voting to proceed.

• All such actions should be recorded in the polling station records.

• The location of polling stations and the surrounding environment should 
be policed by the authorities to the extent necessary as dictated by local 
conditions.

• Police, upon a request from polling officials, may also be asked to remove any 
unauthorised individuals from within and around polling centres.

• Police may be requested to assist polling officials to remove any promotional 
materials from a polling station or polling centre.

Similar security provisions may also be required during the counting process, when 
the security of premises, staff, and materials should be ensured. The transportation 
to, and storage of, election materials within the election administration or counting 
centres (regional or national) also commonly require the presence of, and protec-
tion by, public security officials. The security of election management officials and 
their premises should be regarded as a priority, in particular throughout election 
day and during the tabulation of results.

Beyond potential protection rendered to election administration personnel, the 
security of contestants and voters should also be considered. Appropriate security 
measures should be envisaged equally for party and campaign headquarters and 
potentially for other offices, as well as places of public gathering. Efforts to ensure 
the security of voters should include measures aimed at guaranteeing the freedom 
of movement to ensure that voters can safely travel to and from polling stations, 
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in particular in post-conflict environments, as well as to prevent pressure on, and 
intimidation of, voters.

 Were security officials required to deliver or guard over sensitive voting materi-
als and equipment?

 If yes, were they sufficiently secured during the voting, counting, and tabulation 
processes?

 Are the presence and role of security officials for election day prescribed by 
law?

 Were security personnel present at and around polling stations on election day, 
and, if so, was their behaviour non-intimidating, authorized, and appropriate?

 Did public security providers effectively ensure security in the work of the elec-
tion administration, enabling it to operate in a safe environment?

 Were public security forces present during the counting of votes? Was their 
presence required and justified, and was their conduct appropriate?

 Did security providers sufficiently undertake provisions for special voting such 
as in prisons and by public security personnel?

 Were appropriate security measures put in place to ensure the security and 
rights and freedoms of candidates, their supporters, and voters throughout elec-
tion day?

Electoral Offenses and Irregularities

Various mechanisms may be established to identify and follow up on election- 
related offenses and irregularities. Such mechanisms could include reporting 
channels for election management bodies, state institutions, media, and civil soci-
ety organizations. Security providers will often have their own mechanisms through 
which the public can submit security-related complaints. It is good practice for 
such mechanisms to utilize online reporting and mapping mechanisms to facilitate 
identification, pattern analysis, and profiles of security incidents and irregularities. 
This can support law enforcement and other authorities in any potential investiga-
tion and prosecution. It may also serve to foster transparency in the security of the 
electoral process and the work of law enforcement.

Example: Co-ordination among Institutions on Electoral Preparation 
and Addressing Electoral Fraud

In one OSCE participating State, the election management body took a proactive 
approach to working with law enforcement on election issues. Action included 
developing professional practice on policing during an election and a guidance 
manual in co-ordination with the respective police forces. This was supplemented 
with pocket guides issued to police officers during the election to help them under-
stand and enforce the law concerning elections. The election management body 
also worked with the police to host annual training seminars for police personnel 
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working on electoral fraud that were attended by electoral staff and representa-
tives of political parties.

In addition, the election management body worked with law enforcement to sup-
port efforts on the identification, investigation, and prosecution of cases involving 
electoral fraud. This included collecting and publishing data and analysis regarding 
cases of alleged electoral fraud reported to law enforcement. The data was com-
prehensive and publicly available and broken down by the types of reported cases 
(campaign, nomination, registration, voting, and administration) and the outcomes 
of the cases.

A distinction should be made between issues that are purely security-related (i.e., 
violence involving candidates) versus complaints alleging fraud or malpractice that 
could incite insecurity or violence but that are not within the purview of election 
management bodies. In most countries, election fraud is a criminal activity and is 
a matter for law enforcement and the criminal justice system. Law enforcement 
should be prepared to act swiftly in response to allegations of electoral fraud when 
called upon by the relevant bodies responsible for electoral complaints (election 
commissions, election courts, special tribunals, and the judiciary).

In addition, physical violence and threats, interference with campaigning, destruc-
tion of election materials, misuse of state resources, intimidation and harassment of 
electoral actors, and vote-buying are among possible violations that would require 
the involvement of, and response by, public security providers with a view to pre-
venting or addressing violations and to holding individuals accountable. In some 
cases, the use of intolerant rhetoric, extending to hate speech, including online and 
through social media, may also require investigation and follow-up.

Law enforcement should ensure that comprehensive investigations are undertaken 
of all security-related incidents and electoral misconduct. They should also exer-
cise their powers to arrest and detain alleged perpetrators in an appropriate man-
ner and submit such cases for public prosecution or administrative liability. As a 
transparency and confidence-building measure, public security providers should 
collect and make publicly available, on a timely and ongoing basis, information 
on incidents of electoral violence and misconduct. Transparency also extends to 
the handling of election-related cases by electoral and judicial institutions, which 
should publicize information about how complaints are handled and about the legal 
process for dealing with election-related security incidents.

	Did public security providers act in a timely and effective manner in response to 
any identified or reported electoral fraud, and did they carry out the necessary 
investigations and arrests?
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Observer Access 

Election observers, both citizen and international, should be able to carry out their 
activities without undue restrictions and interference, to move freely across the 
country, and to have unimpeded access to institutions and stakeholders to ful-
fil their tasks in the context of the election. Efforts by public security providers to 
ensure and enable a safe and secure environment should extend to observers and 
their work.

	Were election observers able to carry out their activities safely?
	Were election observers obstructed in any way by security officials in the con-

duct of their activities?

5.4 Post-electoral Period

During the post-electoral period, preliminary and final election results are tabu-
lated and announced, complaints and appeals may be lodged and adjudicated, and 
newly elected officials installed in office. This stage may be particularly sensitive 
as the outcome of an election becomes known, and not everyone may be satisfied 
with the process or the results.

Developments after Election Day

While legislation generally establishes deadlines to finalize election results and 
adjudicate disputes, developments related to the electoral process may extend for 
a period of time, especially considering possible acts of protest related to election 
outcomes and pending complaints and appeals. This period may be critical where 
reasonable legal deadlines for the finalization of disputes and the announcement of 
results are not established or adhered to, the election management body or courts 
are not (or are not perceived to be) independent and impartial, or election results 
are not subject to judicial review.

Post-election developments require continuous attention and involvement by the 
relevant bodies, including public security providers, to ensure the integrity of the 
process. A priority should be to provide for the physical security of the election 
administration and relevant judicial premises and officials to enable the completion 
of the tabulation and announcement of results in line with legal time frames. Simi-
larly, security during the adjudication of possible complaints and appeals needs to 
be ensured by instituting measures both to protect the right of contestants and vot-
ers to effective and timely redress and to enable election commissions and courts 
to perform their duties unhindered, without any pressure or interference. This may 
require the securing and retention of sensitive election materials. Failure to do so 
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could jeopardize the ability of contestants to pursue effective legal redress. Given 
requirements in some states for final election results to be certified by a court or 
parliament, security measures may need to extend to these bodies as well.

In an election characterized by a low level of public confidence, the post-electoral 
period may include protests and demonstrations. As during the campaign period, 
the security of public gatherings needs to be managed without undue restrictions 
on the freedoms of assembly and expression while ensuring public order and 
preventing harassment, intimidation, or attacks. In line with established policing 
principles, security considerations should not be misused as a pretext to curtail 
fundamental rights and exert undue authority. In all cases, any use of force should 
be strictly necessary and proportional.

A final element in this period may include the distribution of mandates and the inau-
guration of elected officials. While in many cases these processes are technical 
and non-contentious, in some elections, lingering mistrust, refusal to accept elec-
toral outcomes, or acts of resistance, may impede their completion.

Public security providers need to follow such developments and, in collaboration 
with other authorities, should aim to ensure that expressions of mistrust and dis-
satisfaction remain peaceful and that grievances can be safely addressed through 
formal legal channels or inclusive consultative mechanisms rather than through 
resistance and obstruction.

	Was a safe environment created for the election administration to enable it to 
finalize the tabulation and announcement of results in line with legal time frames 
and without interference, pressure, or intimidation?

	Were security measures instituted to protect the right of contestants and voters 
to seek and receive effective and timely legal redress?

	Did law enforcement properly investigate allegations of electoral malpractice, 
including fraud, in an efficient and impartial manner?

	Were election commissions and courts able to adjudicate any complaints and 
appeals unhindered, without pressure or interference?

	Was security during any post-election public gatherings and demonstrations 
managed without undue restrictions being imposed on the freedom of assembly?

	Did public security providers employ appropriate measures to manage discon-
tent or non-acceptance of election results?

Post-election Review and Reform

Post-election reviews and lessons-learned exercises can serve as opportunities 
to draw lessons from the experiences of an electoral process by identifying good 
practices to be applied in subsequent elections and to identify shortcomings to be 
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addressed and avoided. A comprehensive performance analysis is a good practice 
and could be formally conducted by bodies involved in organizing and supporting 
the conduct of an election.

Public security providers could benefit from participating in a cross-institutional 
review, including with the election management body, and could contribute to 
post-election follow-up to recommendations made by different stakeholders and 
observer organizations. States have also recognized the value and importance of 
co-operative endeavours, including the sharing of information and expertise in the 
field of electoral legislation, administration, and observation to help to continue 
developing democratic institutions.

Post-election review of security-related issues is most effective if resulting actions 
contribute to reform and the improvement of regulation and practice. This could 
include changes to the legal framework or regulations and the utilization of les-
sons learned in security planning for future elections, training, and instructional 
strengthening, and further development of the professional capacities of public 
security providers. Any reforms should serve to improve future electoral security 
environments, create conditions in which election stakeholders can fully exercise 
their electoral rights and freedoms, and bring to justice those who undermine the 
electoral process.

	Did public security providers carry out a comprehensive post-election review 
and performance analysis with a view to introducing improvements to the man-
agement of security during future elections?

	Did a post-election review contribute to the reform of any regulation or practice?
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6.
ODIHR AND MISSION SECURITY

6.1 Security Considerations for Election Observation

Election observation is a civilian activity. Nevertheless, election observation may 
take place in a post-conflict environment as long as minimum conditions for effec-
tive observation are in place. This assumes the existence of a sufficiently secure 
environment that allows for an electoral process to be conducted, as well as for the 
free and unimpeded movement of election observers. If such conditions are not in 
place and guaranteed, then both the integrity of an election and the credibility of its 
assessment may be challenged.

ODIHR’s observation activities comprehensively assess the electoral environment 
in line with OSCE commitments and other international obligations and standards, 
of which security is an essential component. To ensure credible and effective 

O
S

C
E

/M
U

R
A

T 
G

U
N

G
O

R



60 Guidelines for Public Security Providers in Elections

election observation, a number of basic conditions underpinning ODIHR’s obser-
vation methodology must be in place, including in politically sensitive or post-con-
flict environments. These conditions include:

• An official invitation to observe the electoral event from the relevant author-
ities allowing ODIHR sufficient time to prepare and deploy its observation 
activity;

• A secure environment in which observation can operate unhindered – the 
safety and security of observers during a mission is paramount;

• The ability to establish an observation mission within a time frame that permits 
long-term observation of all phases of an electoral process;

• The ability to meet with relevant authorities, candidates, and representatives 
of political parties, civil society, the media, and with other stakeholders with-
out restrictions as required;

• The freedom to travel in all areas where an election is taking place, before, 
during, and after election day, without prior notification, restriction, or escort;

• Unimpeded access to all polling locations, election commissions, and tabu-
lation centres.

The need for the respective authorities to establish these minimum conditions to 
enable meaningful observation is fundamental, and their applicability is not limited 
to ODIHR observation activities. Professional standards for international election 
observers are outlined in the Declaration of Principles for International Election 
Observation, commemorated at the UN in 2005 and globally endorsed by more 
than 50 organizations conducting election observation. Credible, effective, and 
professional election observation is undermined in the absence of these minimum 
conditions.

In addition, within a country there may exist situations of varying levels of secu-
rity, which may include isolated or regional instances of insecurity. Such cases 
require consideration by an observation mission to determine the impact on its 
overall activities and assessment. In a broader context, the absence of a secure 
environment to conduct an election could imply that conditions to conduct mean-
ingful election observation may also be insufficient.

6.2 Security Arrangements during ODIHR Election Missions

Security arrangements constitute an important prerequisite for any ODIHR election 
activity. While the host country is the primary guarantor of security, ODIHR ensures 
the safety of its personnel by developing and implementing a comprehensive secu-
rity plan in co-operation with a state’s public security structures.
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As noted, prior to deploying an observation activity, ODIHR carries out a prelim-
inary analysis of the overall security environment as part of its NAM. The NAM 
analyses the pre-electoral situation, including the security environment, and deter-
mines whether minimum conditions for effective election observation exist. In sit-
uations affected by conflict or other security concerns, the NAM may include a 
security expert, or ODIHR may undertake a separate security assessment to con-
sider aspects of mission security.

The deployment of any observation activity is preceded by a comprehensive secu-
rity risk assessment (SRA). The SRA assesses existing vulnerabilities and security 
threats and outlines risk management measures to be taken during possible obser-
vation activities. The SRA forms the basis of a mission’s security-related recom-
mendations, including on the potential need to deploy a security expert, who would 
be responsible for the following:

• Monitoring the daily security situation across the area of observation and 
amending the SRA and security framework as necessary;

• Ensuring the safety and security of observers by developing and implement-
ing a security and evacuation plan;

• Maintaining contact with relevant host-country authorities, primarily from law 
enforcement;

• Issuing security instructions and providing security briefings to all observers.

During an observation mission, the security expert may undertake field visits to 
determine potentially restricted areas and special security zones in which spe-
cific security provisions apply. In addition, information is gathered on conditions 
for passing any internal checkpoints and crossing areas that are inaccessible by 
observers for security or safety reasons (geography, infrastructure, or weather 
conditions).

Additional efforts are undertaken to provide LTOs and STOs with the necessary 
security information and to ensure comprehensive security arrangements. Prior to 
deployment, LTOs and STOs are briefed on the security situation for their areas of 
observation. Throughout the mission, the security expert keeps a security manage-
ment team ready to respond to any potential emergency. In some cases, broader 
mission co-ordination mechanisms involving mission management may also be 
established. In situations posing a risk to observers, evacuation procedures can 
be initiated.

The security situation in a country may degrade during an observation activity. In 
response, through a collaborative decision-making process involving management 
from the mission and ODIHR, there may be an adjustment to mission activities, 
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including suspending, relocating, or ceasing operations. Such actions may directly 
impact observation efforts and the ability of the observation mission to undertake 
its assessment.

Example: Adjusting ODIHR Mission Activities for Security Reasons

Ahead of a referendum in one OSCE participating State, ODIHR deployed an obser-
vation mission to follow the referendum process. Based on the NAM recommenda-
tion, the format would have included the deployment of LTOs and STOs. However, 
due to the deteriorating security environment in the country after the start of the 
observation mission, ODIHR decided not to deploy STOs as initially recommended. 
In addition, several LTOs were redeployed to other locations deemed more secure. 
The mission continued to observe the referendum as a limited referendum obser-
vation mission.

All ODIHR observers are bound by a code of conduct that is applicable during 
observation activities. A number of provisions in the OSCE/ODIHR Code of Con-
duct relate to security, and one key principle provides that observers should not take 
unnecessary or undue risks, with personal safety overriding other considerations.
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CODE OF CONDUCT FOR OSCE/ODIHR OBSERVERS

 Observers will maintain strict impartiality in the conduct of their duties and will, 
at no time, publicly express or exhibit any bias or preference in relation to national 
authorities, parties, candidates, or with reference to any issues in contention in 
the election process.

 Observers will undertake their duties in an unobtrusive manner and will not inter-
fere in the electoral process. Observers may raise questions with election offi-
cials and bring irregularities to their attention, but they must not give instructions 
or countermand their decisions.

 Observers will remain on duty throughout election day, including observation of 
the vote count and, if instructed, the next stage of tabulation.

 Observers will base all conclusions on their personal observations or on clear 
and convincing facts or evidence.

 Observers will not make any comments to the media on the electoral process 
or on the substance of their observations, and any unauthorized comment to the 
media will be limited to general information about the observation mission and 
the role of the observers.

 Observers will not take any unnecessary or undue risks. Each observer’s per-
sonal safety overrides all other considerations.

 Observers will carry any prescribed identification issued by the host govern-
ment or election commission and will identify themselves to any authority upon 
request.

 Observers will comply with all national laws and regulations.

 Observers will exhibit the highest levels of personal discretion and professional 
behaviour at all times.

 Observers will attend all required mission briefings and debriefings and adhere 
to the deployment plan and all other instructions provided by the OSCE/ODIHR 
Election Observation Mission.




	Foreword
	1.
	Introduction
	1.1	About the Guidelines 
	1.2	Context and Applicability across the OSCE Region
	1.3	How to Use These Guidelines


	2.
	Electoral Context and Security Actors in an Electoral Process 
	2.1 	Defining Electoral Security
	2.2	Public Security Providers and Other Security Actors
	2.3	Potential Impact of Insecurity or an Overabundance of Security in the Electoral Process
	2.4	Considerations for Vulnerable and Marginalized Groups 


	3.
	Guiding Principles for Ensuring Electoral Security 
	3.1	Summary of Guiding Principles for Public Security Providers
	3.2	OSCE Commitments and Other International Obligations and Standards for Democratic Elections Related to Electoral Security
	3.3	Obligations of the Government and Security Providers
	3.4	Restrictions on the Use of Force
	3.5	Security in Emergency Situations
	3.6	Accountability of Law Enforcement and Other Security Personnel


	4.
	ODIHR’s Approach to Security Issues within the Electoral Cycle
	4.1	General Considerations
	4.2	The Needs Assessment Mission
	4.3	The Observation Mission
	4.4	Follow-up
	4.5	Citizen Observer Organizations


	5.
	Assessing Security during the Different Electoral Stages
	5.1	General Considerations for Electoral Security
	5.2	Pre-electoral Period
	5.3	Electoral Period
	5.4	Post-electoral Period


	6.
	ODIHR and Mission Security
	6.1	Security Considerations for Election Observation
	6.2	Security Arrangements during ODIHR Election Missions



